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Privacy Notice

This Privacy Notice describes how CAMPUS collects, uses, and shares your 
personal information in relation to CAMPUS services and websites on which this 
notice appears (collectively “Services”). This Privacy Notice also describes how 
CAMPUS manages data and the choices CAMPUS visitors and customers have 
regarding how data is managed.

The terms “CAMPUS,” “we,” “us,” or “our” means Campus Legends, LLC dba CAMPUS.  
“You” means an individual or a customer who visits CAMPUS’ Services. In addition, 
if you are a resident of California, please see our Additional Notice for California 
Residents, which provides additional information about our privacy practices. 

This Privacy Notice does not apply to third parties or their services. This Privacy 
Notice does not apply to information which cannot be identified to any individual, 
household or their devices.  

Information We Collect

CAMPUS offers consumers the ability to purchase non-fungible tokens (“NFTs”) 
related to athletes and collegiate sports teams. The NFTs may be developed by ourselves and/or third parties. 

To provide CAMPUS Services and to support our website, we collect data by which you may be personally identified, such as a 
first and last name, an email address, a telephone number, payment information, and identifiers that may permit us to contact you. 
We may also collect information about your social media handles, your school affiliations, internet connection, the devices and 
equipment you use to access our Site, and usage data.

To provide our Services, we additionally collect:

	� Authentication information you create when you create an account, such as username and password.

	� Commercial information and preferences, such as purchase information, team and player preferences, and other 
preferences.

We collect this information from a variety of sources, including:

	� Directly from you when you provide it to us, including when you communicate with us.

	� From third parties, including contacts in your network.

	� Automatically as you navigate through the Sites.

We may launch a mobile application and will collect the above information from that application, as well as location and mobile 
device information. 

Information directly from you when you provide it to us. The information we collect on or through our Services may include 
information that you provide directly to us. This includes information provided at the time you register for an account, sign up for 
communications or communicate with us, interact with other users of CAMPUS, or engage in certain activities. 

Information we collect from your friends. Your friends and contacts may provide personal information about you.

Information about transactions made on our Services. If you make a purchase or other financial transaction through our Service, 
we collect information about the purchase or transaction. This includes payment information, billing information, products 
purchased (including NFTs) and contact details. If you choose to pay via a wallet (including a wallet containing crypto currency), 
we will receive information about your wallet in order to support that payment. 

Information We Collect

How We Use Information We Collect

How We Secure Information

How We Share Personal Information

What Choices You Have

Children’s Privacy Rights

Updates to Our Privacy Notice

Contact Information

Additional Notice for California Residents
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Information we collect through automatic data collection technologies. We may collect data regarding your use of this Services 
through cookies, web beacons, and other automatically collected information. This data may include your IP address; date and 
time you access the Services and the pages and content you access during your visit; websites that you link to or from; emails 
from us that you open and the links you click on within those emails. Cookies are small identifiers sent from a web server that 
are stored on your device for the purpose of identifying your browser or storing information or settings in your browser. Cookies 
may also be used to personalize your visit by storing your preferences or displaying content based upon what you have viewed 
on the Services and other websites.  Web beacons or pixel tags connect web pages to web servers and their cookies. We and 
others may use these and similar technologies on our Services and other websites. 

Other parties may collect personally identifiable information about your online activities over time and across third-party websites 
when you use our website or services. We do not respond to “do not track” signals or other mechanisms that provide consumers 
the ability to exercise choice regarding the collection of personally identifiable information about an individual consumer’s online 
activities over time and across third-party websites or online services.

Information we collect from third party sources. Advertisers, analytic services, and other third parties provide us information 
in connection with tools we offer and through tools they use to collect information about you when you use our Services. The 
information they collect may be associated with your personal information or they may collect information about your online 
activities over time. They and we may use this information to provide you with interest-based advertising or other targeted content.

How We Use Information We Collect

We may use data we collect for a variety of purposes, including the following:

	� To operate our business.

	� To provide, maintain, analyze, customize, measure and improve our Services.

	� To provide customer support.

	� To communicate with you, including about products and/or services you may be interested in.

	� To cross-device match. We may identify different devices that are likely to be associated with you using information 
collected from you and inferences we make.

	� To monitor and enforce our legal terms or similar terms.

	� To comply with law and satisfy our regulatory compliance obligations.

	� To detect and prevent fraud and other prohibited, illicit or illegal activity. 

	� For other purposes permitted by law or to which you consent.

Please note that we may combine the information we gather about you in identifiable form, including information from third parties. 
We may use this information, for example, to improve and personalize our services, content and advertising.

How We Secure Information

We are committed to maintaining measures to protect the security of your information. Of course, despite these measures, no 
network or system is ever entirely secure and we cannot guarantee the security of networks and systems that we operate or that 
are operated on our behalf.

How We Share Personal Information

We may share your information with third parties as permitted or required by law, or as directed or authorized by you. For 
example, we may disclose your information: 

	� With universities for marketing purposes. 

	� With third party service providers to process your payments. Alternatively, we may provide you the opportunity to directly 
provide your information to third parties who process your payments. These service providers’ collection and use of 
information is subject to their own privacy notices. 
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	� With other service providers who support our business (such as messaging or hosting providers). 

	� With our professional advisors who provide legal, compliance, accounting, banking, or consulting services.

	� In order to comply with our legal obligations or to protect the interests, property or legal rights of you, ourselves, or third 
parties. 

	� With law enforcement, officials, or other third parties when we are compelled to do so by a subpoena, court order, or 
similar law enforcement request, or when we believe in good faith that the disclosure of personal information is necessary 
to prevent physical harm or financial loss, to report suspected illegal activity, or to investigate violations of this Privacy 
Notice or other applicable terms.

	� With companies or other entities in connection with, or during the negotiation of, any merger, sale of company stock or 
assets, financing, acquisition, divestiture or dissolution of all or a portion of our business. 

	� For other legal purposes, such as to enforce our legal terms, or to exercise or defend legal claims.

	� With your direction or consent.

In addition, when you purchase NFTs through or from CAMPUS, information about your purchase will be made publicly available on 
a public blockchain. Currently, CAMPUS uses the Solana blockchain. This publicly available information includes: your blockchain 
address(es); the blockchain address(es) of any other parties to the transaction, including CAMPUS’ address; product metadata, 
including data about the NFT purchased; contract / smart contract information related to the transaction; and wallet address. This 
and other information may be seen by other users of the blockchain used by CAMPUS. 

What Choices You Have

Update personal information. If you maintain an online account with us, you can log in to that account to review and change 
certain information you have provided to us.

Marketing communications. You may receive marketing information from CAMPUS. You may opt out of receiving marketing 
emails, by following the unsubscribe link in each email, or by contacting us at hi@CAMPUS.io. You may continue to receive non-
marketing emails from us after you opt-out.

Cookies. You have a number of choices regarding certain cookies. Most web browsers automatically accept cookies, but you 
may modify your browser’s setting to notify you of cookie placement or decline cookies. If you choose to decline cookies, certain 
features of our website may not function properly as a result.

Location Data. You may opt out of allowing us to collect this information either by refusing access to the information or by disabling 
your location settings on your device. If you choose to opt out, you may not be able to use certain features of our Site.

Children’s Privacy Rights

Our online services are not directed to children under the age of 18. We do not knowingly collect data from children under age 
18 without parental consent.

Updates to Our Privacy Notice

We may update this Privacy Notice from time to time in order to provide clarification or notice of changes to our practices. If 
we make changes, we will revise the Effective Date at the bottom of this Privacy Notice. Changes to this Privacy Notice will be 
effective once they are posted unless otherwise indicated.

Contact Information

If you have any questions or concern about this privacy notice or the privacy practices at CAMPUS, please contact us at  
hi@CAMPUS.io.

mailto:hi%40CAMPUS.io?subject=
mailto:hi%40CAMPUS.io?subject=
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Additional Notice for California Residents

This section of our Privacy Notice applies to residents of California.

Categories of Personal information That We Collect

The table below identifies the categories of personal information that we have collected about consumers in the prior 12 months, 
as well as how we have disclosed such information for a business purpose.

Personal Information Collected Disclosed for business purposes
Category Description Yes / No Categories of third parties

Identifiers

First and last name, alias, postal address, unique 
personal identifier, online identifier, Internet Protocol 
address, email address, social media account name, 
mobile phone, crypto wallet

Yes
IT service providers (such as those 
who help host and manage our 
website)

Customer records
A name, address, telephone number, email address, 
crypto wallet address

Yes

Protected 
classifications

None No

Commercial 
information

Records of personal property, products or services 
purchased, obtained, or considered, or other 
purchasing or consuming histories or tendencies.

No

Usage data
Browsing history, search history, information on a 
consumer's interaction with a website, application or 
advertisement.

Yes
IT service providers (such as those 
who provide re-targeting services)

Sensory data, 
such as audio, 
video and 
electronic data

Includes audio, electronic, visual, thermal, olfactory, 
or similar information, such as thermal screenings 
and CCTV footage (e.g., collected from visitors to our 
offices for health and safety purposes), photographs 
and images (e.g., that you provide us) and records of 
calls, webinars and video conferences.

No

Biometric 
Information

None No

Geolocation 
Information

Includes data derived from a device and that is 
intended to locate a customer within a geographic 
area.

Yes

Professional 
information

None No

Education 
information

Information that is not “publicly available personally 
identifiable information” as defined in the California 
Family Educational Rights and Privacy Act, including 
education records directly related to a student 
maintained by an educational institution or party 
acting on its behalf, such as grades, transcripts, class 
lists, student schedules, student identification codes, 
student financial information or student disciplinary 
records.

No

Inferences

Profile reflecting a person's preferences, 
characteristics, psychological trends, 
predispositions, behavior, attitudes, intelligence, 
abilities and aptitudes.

Yes
IT service providers (such as those 
who provide re-targeting services)



PR IV ILEGED AND CONFIDENT IAL  � Privacy Notice  |  Effective Date: October 7, 2022  |  Page 5 of 5

To understand more about the purposes for which we collect personal information, see the “How We Use the Information We 
Collect.” To learn more about the sources from which we collect information about you, please see “Information We Collect.”

We disclose the above categories of personal information for the business purposes identified above to service providers in 
connection with their provision of services to us. We may also share the above categories of personal information with affiliates.  
In addition, we may disclose information (i) when required by law, regulation or legal process (such as a court order or subpoena), 
(ii) in response to requests by government agencies, such as law enforcement authorities, or (iii) when necessary or appropriate 
to prevent physical harm or financial loss or in connection with an investigation of suspected or actual illegal activity; (iv) or to 
protect the rights and interests of you, ourselves and others; and (v) in the event we sell or transfer all or a portion of our business 
or assets (including in the event of a reorganization, dissolution or liquidation).

Sales of Personal Information

In the preceding 12 months, we have not sold personal information. We have not sold knowingly sold the personal information 
of consumers under 16 years of age. 

Your California Privacy Rights

If you are a California resident, you have: (1) the right to know what personal information we collect, use and disclose; and (2) the 
right to request that we delete your personal information. 

We may not discriminate against you for exercising any of your rights under California law.  This means that we may not deny you 
services, or charge you different prices or rates for services or provide you with a different level or quality of services (or suggest 
that we will do so), in response to a request made under California law.  However, we may charge different prices or rates, or 
provide a different level or quality of services, where that difference is reasonably related to the value provided to us by your 
personal information.

You may designate an authorized agent to make a request to know or request to delete on your behalf.  An agent may be an 
individual, or a business entity registered with the California Secretary of State.  To designate an authorized agent, you must 
provide the agent with written permission to submit the request.  We may still require you to confirm that you have authorized an 
agent to act on your behalf and to verify your identity directly (subject to certain exceptions). We may refuse a request if the agent 
does not provide adequate proof of their authorization. 

Please note that we may take steps to verify your identity before granting you access to information or acting on your request 
to exercise your rights. In connection with such verification, we may ask you to provide first and last name, alias, postal address, 
unique personal identifier, online identifier, Internet Protocol address, email address, social media account name, mobile phone 
number, and/or crypto wallet. We may limit our response to your exercise of the above rights as permitted by law.

Contact Us

If you have any questions or concern about privacy at CAMPUS, please contact us through the CAMPUS website at CAMPUS.io, 
or by emailing us at accounts@CAMPUS.io.

https://CAMPUS.io
mailto:accounts%40CAMPUS.io?subject=

